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Abstract:- Now a day’s security becomes a very major 
aspect in all online transactions. The online browsing, online 
transaction needs a security. The security became very 
questionnaire for the real world. The online transactions 
need to maintain a strong security towards the finance and 
other aspects. The SSL security evaluates client information 
and encrypts the data. The encrypted format of the 
information will be send to the server. The server decrypt 
and access the information. This process provides a security 
for data transmission. The data modification security is 
required in various domains. The financial domain is one the 
major required domain to block the modifications. The need 
for providing the security, for the transactions is fulfilling by 
Blockchain. The resistance for data modifications is the 
specialty of Blockchain design required domain to block the 
modifications. The need for providing the security, for the 
transactions is fulfilling by Blockchain. 

Keywords: Chain of transactions, blocking , Non Editable 
transactions, Byzantine, Decentralized System.  

INTRODUCTION:  

Up to 1990 the encrypted based security was implemented 
on host level. The chain of cryptographic network security 
was first implemented in the year 1991 [1]. Blockchain is 
considered as peer-to-peer network collection of protocol 
for inter-node communication and the new blocks are 
validated. The distributed computing system was 
implemented for record transactions [2]. The record 
transactions are permanent and not editable. The 
Blockchain contains a strong fault tolerance by the 
implementation of Byzantine. The complete Blockchain 
was implemented as a Decentralized system.  

LITERATURE REVIEW:  

The network chain of security was first proposed by Staurt 
Haber and W. Scott Stornetta in the year of 1991. They 
were implemented a system where the document 
timestamps could not be tampered due to time and person 
[3]. In the year 1992 Markle trees are designed, to 
implement several security certificates. In 2008 Hash cash 
was implemented to add blocks to the chain of networks. 

In 2014 Blockchain was implemented for providing 
security to the Bitcoin transactions that supports 50 GB to 
100 GB as the file size [4]. In 2016 IBM was Adopted 
Blockchain technology for their financial transactions and 
recognized very less frauds.  

ARCHITECTURE OF BLOCK CHAIN:  

The chain of transactions, in all segments is recorded by 
the decentralized system and also reflects the distributed 
system. The block chain is a public digital ledger, majorly 
implemented to record the transactions with the special 
property of non editable. The verification of transactions 
made easy, a user can verify the transaction individually 
with no cost [5]. The Blockchain supports robust workflow 
and support a complete secure security. The primary 
objective of Blockchain is implementing peer network and 
distributed time stamping. The transaction may take place 
only once. The transactions are not editable. The 
Blockchain architecture is shown in figure 1. 

 

Figure 1. Architecture of Block Chain 

IMPLEMENTATION OF BLOCKCHAIN:  

Blockchain was completed for Bitcoin Transactions. The 
users of Bitcoin was increased like a flood of water, so it 
became essential to implement strong security and the 
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transactions are non editable [6]. Inorder to provide 
strong security for transactions the Bitcoin organization 
choose Blockchain. Bitcoin Transactions are implemented 
with block chain the graph show the Bitcoin transaction 
within a short spam. The growth of transactions through 
Blockchain is shown in the figure 2. 

 

Figure2. Graph Representing transactions. 

The structure of Blockchain contains various stages: 

Blocks formation: the valid transactions are stored in the 
form of blocks. Each block defines with hashed and 
encoded format into a tree format. Each block contains a 
relationship with another block [7]. A separate memory 
holds address of another block. When the data is storing on 
different block the link is establish with the next block. The 
chain of block is formed with linked blocks. The complete 
block looks like an integrated chain of networks. The 
Blockchain architecture is shown in the figure3. 

 

Figure 3: Block Diagram of Block Chain 

Block time description: 

When the transaction takes place it should be create a 
block. The average time taken on the network to generate 
an extra block in the block chain is described as block time. 
The Blockchain blocks as shown in the figure 4. 

 

Figure 4: Blocks designed by 3D 

Hard forks structure:   

It describes the change of rule in the block. If any new rule 
applies for any block, the same rule should be applicable 
for all blocks. The updating of rules should be unique [8]. 
The block chain does not allow implementing different 
rules for the individual blocks. The total set of blocks 
should be implemented the same rule. The hard forks 
structure force the users to implement uniform rule for all 
the blocks.    

Decentralization method: 

The block chain changes the architecture into 
decentralized system. Peer-to-Peer is the storage system of 
data in the network [9]. By the implementation of block 
chain decentralized system, the user can eliminate most of 
the risk while storing and providing security. Block chain 
implements public key and private key cryptography 
techniques to ensure the security. 

ABOUT FINANCIAL DOMAIN:  

The financial domain needs a strong security. One of the 
major problems for financial services is data overriding 
and modification of data. These problems cost major 
issues. So it is essential to provide better security for all 
the transactions. The Blockchain provides non-editable 
and committed transactions [10]. There is no third party 
involvement in all the transactions. The block chain 
transaction security is unalterable and allows only copying 
of transactions. Depends on the requirement we can verify 
the transactions. The users are provided complete history 



          International Research Journal of Engineering and Technology (IRJET)                e-ISSN: 2395-0056 
             Volume: 06 Issue: 04 | Apr 2019                   www.irjet.net                                                                               p-ISSN: 2395-0072 

 

© 2019, IRJET       |       Impact Factor value: 7.211       |       ISO 9001:2008 Certified Journal       |     Page 4613 
 

verification option with the help of Blockchain. Different 
types of the financial services for the users through 
Blockchain as shown in the figure 4.      

 

Figure 5: Areas of Financial Domains 

The Block chain provides a strong security for Financial 
Domains. The security contains digital Rights, Wagers, 
ESCrow, Equity, Debts, Derivations, crow funding. The 
Blockchain architecture supports all the above 
functionalities of Financial Domain. The figure 6 shows the 
secure transaction of financial transactions in the hands of 
Blockchain.  

 

Figure 6: Secure Transactions 

CONCLUSION: 

Providing the security for the online and off line 
transactions is became a hectic task for the developers and 
users. The Blockchain gave a sufficient solution for this 
type of problems.  Blockchain with the set of nodes verify 
the transaction in multiple areas and commit the 
transaction. The transactions once committed may not be 
editable. The financial domains need a non editable 
transactions maintenance system. The purpose of security 
may be full fill by the Blockchain.  
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