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Abstract - The world is rapidly moving towards digitalization and automation, and the insurance industry is no 
exception. While other industries have adopted blockchain technology and smart contracts, the insurance 
industry has been slow to adopt these new technologies. However, with the growing trend of InsurTech, insurers 
are increasingly turning to smart contracts as a way to streamline their operations and offer more efficient and 
cost-effective insurance products and services. 
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Introduction 

Smart contracts were first proposed as a framework for digital transactions to uphold a contract's terms in the 
1990s[4].Smart contracts[1] are contracts that automatically carry out the conditions of the parties' agreement after being 
written directly into lines of code. They allow for the automation of digital processes, which increases their speed, 
efficiency, and security[3]. Blockchain[2] technology is used in smart contracts to guarantee decentralization, transparency, 
and immutability, which means that no single entity has authority over the system. They can execute business rules in a 
peer-to-peer network without the need for centralized authority since they are decentralized, auto-enforcing, and 
verifiable. Contracts are agreements that are enforceable by a centralized legal entity between two or more parties and 
have a legal effect. Contracts are agreements that are enforceable by a centralized legal entity between two or more parties 
and have a legal effect. Smart contracts, however, do away with the necessity for neutral third parties and middlemen 
between the parties. In a decentralized blockchain, they are carried out using code that is automatically checked by 
network modes. 

Smart contracts allow for transactions between entrusted parties without the involvement of a third party or direct 
communication, which lowers the cost of intermediary commissions[9]. 

The insurance sector[5] needs smart contracts since the procedures used now are laborious and time-consuming. The 
manual intervention required in the standard insurance claim process might result in mistakes and delays[6]. Insurance 
companies may automate the entire claims process with smart contracts, from confirming the claim to making payments to 
the claimer. 

Insurance Services : The Conventional Practice 

In the traditional insurance process, the claimant reports the loss to the insurer through a broker, and the insurer verifies 
the claim by checking the information provided by the claimant and other sources. The loss adjuster assesses the loss, and 
if the claim is approved, the insurer makes a payment to the claimant. The entire process is depicted in fig1. 
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Fig 1: Traditional Insurance 

Insurance Services A Blockchain Approach 

Under traditional insurance, the loss is reported to the insurer by the claimant through a broker. The insurer evaluates the 
claim based on the information submitted by the claim adjuster and other information. If the claim is accepted, the insurer 
pays the claim to the claimant. 

 

Fig 2: Smart Contract based insurance. 
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Methodology And Implementation 

For insurers to use smart contracts in their business, they need to implement blockchain technology and smart contract 
platforms. One of these platforms is Ethereum. Ethereum is a free, open source, blockchain platform that allows developers 
to create smartcontracts. Insurers can use Metamask (a browser extension) to interact with and execute smart contracts 
on the Ethereum network. Metamask is also an Ethereum wallet. 

 
Fig 3: Purchase of Token 

Truffle is a popular system used for implementing smart contracts on the Ethereum network. It allows for the compilation 
and uploading of smart contracts, including those implementing the ERC20 standard. To ensure proper functionality of the 
smart contract, additional functions for token sale, sale termination, and payment to the contract owner are required 

 

Fig 4: Termination of sale 

One of the most important functions is “endSale,” which only the account administrator can call. This function sends any 
outstanding tokens to the administrator’s account address, along with all collected Ethers. This stops any further buying of 
tokens after the sale ends, making sure that the remaining tokens aren’t sold and that the collected funds go to the right 
person. By using Truffle and performing the right functions, you can deploy smart contracts on the Ethereum network 
quickly and easily, ensuring a safe and efficient process for token sale and management. 

Results 

Smart contract testing is an essential aspect of ensuring their proper functioning. Various tools are available for automated 
smart contract security vulnerability testing based on code-level analysis. In this regard, four related tools, namely Oyente, 
Mythril, Securify, and SmartCheck, have been summarized. However, the level of rigour in testing may vary depending on 
the underlying security testing technique of the tool. Until now, researchers have relied on the test tools implemented in 
Solidity[7] and written in Remix IDE[8]. 



          International Research Journal of Engineering and Technology (IRJET)                    e-ISSN: 2395-0056 

         Volume: 10 Issue: 11 | Nov 2023                       www.irjet.net                                                          p-ISSN: 2395-0072 

  

© 2023, IRJET       |       Impact Factor value: 8.226       |       ISO 9001:2008 Certified Journal       |     Page 158 
 

 

Fig 5: Test transfer of tokens 

Two test codes are provided, namely token transfer test code and crypto-token disposal test code. The former involves the 
direct transfer of 250,000 tokens from the administrator's address to the recipient's address. The transferred tokens are 
verified by capturing and checking the "Transfer" type event. The balance of the recipient's address is also checked to 
ensure the presence of transferred tokens. 

The latter test code involves the delegated transfer of 100 tokens from the administrator's address to the address from 
which a delegated transfer will be allowed. Address 1 is allowed. to spend ten tokens, which are sent to address 3. After 
the completion of these actions, address 1 is expected to have 90 tokens, address 2 has 0 tokens, and address 3 has 10 
tokens. The implementation results are shown with correct and incorrect parameters. 

Graphical Results for the Performance of the Model: 

Execution Time Comparison: 

You can compare the execution times for both token buying and termination by creating a bar chart or line chart. This chart 
will show the time taken for each operation, allowing one to see which operation is more time-consuming. 
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Gas Cost Comparison: 

You can also compare the gas costs associated with token buying and termination by creating a similar chart, showing 
which operation consumes more gas. 

In this chart, "Token Buying" and "Termination" are represented on the x-axis, and the corresponding gas costs are shown 
on the y-axis. The different colors make it easy to distinguish between the two operations. 

This chart will provide a clear visual comparison of the gas costs, helping you understand which operation consumes more 
gas. 

Combined Comparison: 

You can also create a combined chart to compare both execution times and gas costs simultaneously, providing a holistic 
view of the performance differences between the two operations used in the smart contract operations. 
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Future Application: 

SALT Blockchain-Based Lending: How It Works, Benefits & The Bottom Line: 

What is SALT blockchain-based lending? How does it work, what are the benefits and risks? What is SALT Blockchain-based 
Lending? SALT stands for SALT Automated Loan 

Technology. It’s an acronym for Secure Automated Technology. SALT lending is a platform that allows members to take out 
a loan with cryptocurrency as collateral. SALT was established in 2016 by a team of Bitcoin enthusiasts who wanted to 
provide crypto-backed lending to provide flexibility for investors holding digital assets. 

SALT Lending is a blockchain-based lending platform that offers personal and business loans. Members purchase 
membership to the platform by purchasing SALT tokens, which are the platform’s cryptocurrency. When a member joins 
SALT, they can borrow money from a wide network of lenders. The minimum loan amount for SALT is $1k, but members 
can borrow money for any purpose, including paying off credit card debt or purchasing a car. How SALT Works SALT is 
based on the ERC-20 standard, which is a standard that all Ethereum token contracts must adhere to allow for the 
exchange of tokens. A smart contract is a type of contract that not only sets out the terms of an agreement, but also 
enforces and executes thoseterms using cryptographic code. Borrowers are only allowed to use blockchain based 
cryptocurrencies as collateral, i.e., bitcoin (BTC), bitcoin cash (BCH), ether (ETH), litecoin (LCD), truUSD (USD), udex coin 
(USDC), paxos standard token (PAX), pax gold (PXG), salt token (SALT) 

Once the loan is approved, the borrower sends the collateral to the “SALT collateral wallet.” 

The proceeds of the loan are then deposited into the borrower’s bank account. The digital asset held as collateral remains 
the borrower's property. Any price changes of the asset belong to the borrower. The borrower must make regular, regular 
payments to the lender throughout the life of the loan. Once the loan is repaid (known as loan completion), the borrower's 
collateral is available for withdrawal. 

What are the benefits of SALT loans? 

A SALT borrower is someone who holds their digital assets as collateral and believes that they will appreciate or remain 
the same value over time (known as a Holder in crypto jargon). SALT loans enable Holders to retain ownership of their 
digital assets and take advantage of any appreciation in the value of their digital currency, while also receiving cash for 
other uses. 

The Bottom line: SALT blockchain lending provides investors with access to cash without the need to sell their crypto 
holdings. However, it is important to note that there are risks associated with this type of lending for the borrower. 
Cryptocurrency prices can fluctuate significantly, and if the digital asset used for collateral drops in price, the borrower may 
be required to pay down part of the loan or put up additional crypto assets as collateral. As Investopedia is a not-for- profit 
organization, Investopedia is not a financial advisor or financial advisor. Investopedia does not guarantee the accuracy, 
timeliness, or appropriateness of the information provided in this article, and everyone’s situation is unique, so it is best to 
always consult a qualified professional before making any financial decision. 

Conclusion 

To sum up, the implementation of smart contracts in the insurance industry can result in numerous benefits, such as 
increased efficiency, reduced expenses, and improved insurance products and services. Nevertheless, there are several 
obstacles to overcome in order to successfully integrate smart contracts into the industry. Insurance companies should 
allocate resources towards building the necessary digital infrastructure and systems that support smart contracts. With 
these measures in place, insurers can take advantage of the potential of blockchain technology and smart contracts to 
transform the insurance sector. 
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